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1. Overall Description:

At the CN5#20 meeting in Miami, 23-27 September 2002, CN5 has had the opportunity to review the OSA stage 1 requirement “Functions for retrieval of Visited Network Capabilities”, described in SP-020598, CR 22.127-053 (S1-021720). As a result from the review, CN5 has a number of questions for clarification they would like to address to SA1 and SA2.

1. The following is an excerpt of SP-020598, CR 22.127-053 (S1-021720): OSA applications make use of network capabilities offered through the abstraction of the service capability features. As a user may be served by network capabilities in a VPLMN, applications may benefit from knowing the differences that exist between the home and visited network capabilities. Such information may provide the ability for an application to tailor its behaviour according to the capabilities of the visited network.

The requirement would appear to make the OSA client application aware of the specific underlying network technology, whereas heretofore CN5 has been working under the assumption that the OSA client applications should be network agnostic. CN5 would like to ask SA1 and SA2 whether it is indeed the correct understanding that the characteristic of the application to be network agnostic is being removed by the introduction of the requirement “Functions for retrieval of Visited Network Capabilities”.

CN5 have briefly discussed technical possibilities to limit the exposure of the OSA client applications toward the network specific details. E.g. rather than providing the application with the possibility to explicitly request the visited network capabilities, the application could subscribe to a triggering mechanism that notifies the application of any change in these capabilities. This would ensure that the application is only made aware of the underlying network technology and capabilities of the network, when indeed the subscriber is roaming into a network with limited capabilities.

2. A brief and incomplete assessment of (CAMEL) protocol support in Release 6 UMTS networks, performed by CN5 during their CN5#20 meeting in Miami, has indicated that it would indeed be possible to retrieve information on the visited network capabilities. CN5 would like to request clarification from SA1 and SA2 on the following issue. Do restrictions due to roaming agreements have an impact on the ability of OSA client applications in the home network? In other words, is it a correct assumption that the OSA client application has access to this type of information at all times? The visited network may support the required capabilities, but perhaps the subscriber is not allowed to access those capabilities according to the roaming agreement. One possible way around this, as discussed at CN5#20, is that the API can be used to obtain information on these roaming agreements as well.
2. Actions:

To SA1 and SA2 groups.

ACTION: 
CN5 kindly asks the SA1 and SA2 group to provide an answer to the two questions for clarification as introduced above, i.e. the question on sacrificing network agnosticism and the question on impact of roaming agreements on the availability of visited network capability information.
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